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ASCARIE TSR BRERE S biAG %) S R B S AR A B B 4E (40 Hyperledger Fabric. FISCO
BCOS) ¥ FHILNEEIB M KRG Bt JFK S 5L .

2 HeMsImxH

N HNSCA A ) P 2 E I SR R 5 | R A SOAS ST AN R A AR R . LR VR H AR 51 SO,
A H AR AR ASE B T A0 FL AN H ARSI SO, HschiAs CEFEITE FESR) EH &
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GB 14881—2013 & ft %24 [ S b & it A 7 ] ARG

GB/T 38155—2019 7= 3B 38 W ARG

GB/T 38159—2019 = HL7™ il B W18 i 14 58 FH HR 2K

GB/T 35273—2020 {5 EZEFARNNIGE B LG

GB/T 32918.1—2016 15 2 2 A F AR SM2AMIF 28 2~ 41 %05 ik
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3 ABMZEX
THIARTEANE SGE T A3
3.1

EBHFRINST tracelD

FH - ME—FR R 3R = i WP 218 85 42 A I Sm S A iR, B P2 B g b« b R G b AR B8RS 20 1%
3.2

45 S XC-Packet

I 2257 M [X H I 246 0 40036 BV AR (LSRG, 0 3 B (5 0 BRI L M54
IR 44 .

3.3
AJIEIERBE Verifiable Claim
BT THE B AR A, 050 UE & 7 AN SRR 46 20 115 00 361E 5 — BRIk 1 3 s
3.4
28 Light Node
AT 1 X B Sk AT BT AN AT 50 28 X B B4 1) X BB o, T s FRR S 50 IE .
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SFIMMEREL Registry Contract



T/CCLJS XXX—2026

PR AR XU B T B S e AR P R RE S 4.
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ISIFESZ IVerifier Contract
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4 UEEEIE
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ZKP Zero-Knowledge Proof FHRUE
SM2 ShangMi 2 [ 2% SM2 Xk i 2 ik
SM3 ShangMi 3 % SM3 iR HE
DID Decentralized Identifier oA bR AT
API Application Programming Interface O FH AR Y 42 1
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5.1 RRZEH
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5.2 ZRtE

5.3 BERAR
5.3.1 HEXREE

EERETMER
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a. SRMIBCEABEZEN, HENT R BN
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c.  BlEAAE R BE EAFIEEE N AR RTR A

5.3.3 BERMER
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S R ) () 2 AU X RS [ 25
b. T tracelD HI¥EHEWH B,
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5.3.4 NARSEE
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6 BFBIEREINTE

6.1 EEHAPRTRENX
TR AL N BB T N 78 5 DL SRR R

T | EERELE KAERS R

FifE | by AR RR RIE H. AR/ 2iE s BAEJG 24 /NEE Y
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6.2 tracelD 4zESEN

tracelD RIZME DL Z5H4 Smhd

tracelD = [F=Higwmfd (6 A1) ] + [A:7=FMkgmis (8 f0) ] + [HLKHAMG D] + [RAKS @A) ] + &
50 (2 £i7) ]

M 330102-12345678-20260109-0001-A7

6.3 HIEREBEXK

6.3.1 IREEHERSENIAF] £0.5C.

6.3.2 WEEIEHREENIEF] £ 3%RH.
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FB4 Him R it B
chainld string 5 ME—FR i
blockHeight uint64 X = E
blockHash bytes32 X P s 7518
stateRoot bytes32 ISR IS 7
timestamp uint64 [X B Hsf (1] 78k
validatorSigs bytes32 IIETT AR

7.1.2 FEMEREY
B SN EEMEESL, L.
a.  HES M SRy,
b, B AL IR S AE;
c. EBEME AR A,

7.2 TIERBENE

7.2.1 XC-Packet ¥IEZE#

PSHEH B BN A S U B
{

"version": "1.0",
"sourceChain": "fabric-production",
"targetChain": "fisco-logistics",

"traceID": "330102-12345678-20260109-0001-A7",

"messageType": "TRACE DATA",
"payload": { /* MR */ },
"timestamp": 1736409600,
"signature": "0x..."

}
7.2.2 BEFIRIRE

PEHEIE SRR SRR RN =B BUR A A
R B: EFER SRS, SUEHIORE:

W SER B HARBERAIETE B, BT S5 B HIR Rl 45 R
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8.2 WL IEFE A&

8.2.1 FHEARLH
F T F R AIE B 1 0] 36 4F 75 B N AL
FB 1
claimType IR (e RZGE . BIEIERR)
publiclnputs NIFINSEL (an: FRERMED
proof ZKP F I s
issuerDID 7 B8 oy A bR IR
ssuedAt 25 R BT 1) B
8.2.2 HMANHIHR
Yy FERL T =K ISR N 2
MY EFE AT EARE T UERH 2555 6 22 4= TRl R 3 R
PEE ANATFEREEHE UERIZ R AR PR 2°C~8°C JEF N
RS 0 ) ANANTFPEAE IR 40 UERRR R 5 EEAME T 60%

8.3 IVerifier 8493EO
BRI AL NS LN R O

interface I'Verifier {
/1 B % R UE
function verify(
bytes32 claimHash,
bytes calldata publicInputs,
bytes calldata proof

) external view returns (bool);

=NVl AT RTee
function getVerificationRecord(bytes32 claimHash)

external view returns (uint256 timestamp, bool result);

}
IR G2 iR E % SM2/SM3 i
9 E5REEXK
9.1 BPEEXK

9.1.1 MEHEX
A RIKACE HEFACE
XEaET A | 8 #% CPU/16GB N 17/500GB SSD 16 ¥ CPU/32GB N 1#/1TB SSD
B X 5 4 % CPU/8GB W 17/100GB SSD 8 % CPU/16GB P 17/200GB SSD
N AR5 4 ¥ CPU/8GB H ££/200GB SSD 8 1% CPU/16GB WA£/500GB SSD
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ffs A (BERME) HRESAEORH

A EHEEE B D

interface [TraceRegistry {
/] ACsIE
function recordTrace(
string calldata tracelD,
string calldata stage, /T
PLANT/HARVEST/STORAGE/TRANSPORT/SALE
bytes calldata dataHash,  // H(IEE A
uint256 timestamp
) external returns (bool);

/I BB
function queryTrace(string calldata traceID)
external view returns (TraceRecord[] memory);

j
A2 BEHEEREED

interface ICrossChainGateway {
/] RIR B B
function sendPacket(
string calldata targetChain,
string calldata tracelD,
bytes calldata payload
) external returns (bytes32 packetld);

/1 WA BEE B
function confirmPacket(bytes32 packetld) external;

}
SRR
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