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1. **目的意义**

近年来，全球数据留存滥用事件频发，涉及面广，影响力大，不仅用户隐私遭到泄露，也让相关企业也因此陷入数据保护合规与社会舆情压力的双重危机。隐私保护因此成为全球网络安全议程中的一个核心议题，其重要性关系到个人隐私、企业责任乃至国家安全的稳定。

2016年由十二届全国人大常委会第二十四次会议表决通过的《中华人民共和国网络安全法》中首次为个人赋予了明确的删除权。2021年《中华人民共和国个人信息保护法》的颁布，进一步明确规定了个人信息处理者删除个人信息的情形。这一系列法律法规的颁布，不仅对个人信息删除技术的应用提出了明确要求，也强调了在选择删除方法时必须充分考虑个人的需求。

因此，面对日益严峻的全球数据滥用和隐私泄露问题，以及不断完善且日趋严格的隐私保护法律法规，企业和组织急需采取更积极的措施来加强个人信息的安全管理和删除控制。这不仅是法律合规的必要条件，也是建立公众信任、保护用户隐私和维护企业声誉的关键。在这一过程中，删除控制技术要求发挥着至关重要的作用：

1、在数字时代，亟需可以衡量个人信息删除控制技术成熟度的工具和方法。

2、国际上普遍缺少一个全面的个人信息删除控制技术框架，难以全面把握和指导个人信息安全删除的实践和方向。

3、各国缺乏具体、有效的实践措施来缩小现有个人信息删除技术与期望目标之间的差距。

4、主管部门在理解和应用个人信息删除控制技术方面，缺乏成熟的指导和支持，影响了有效的决策和执行。

1. **任务来源**

国际上，关注数据安全和隐私保护的趋势自20世纪70年代中期开始兴起，随后在80年代迅速发展，到了90年代后期，数据安全和隐私保护成为世界各国普遍关注的重点。随着信息技术的不断进步和数据泄露事件的频繁发生，安全删除作为保护个人隐私和企业敏感数据的关键技术，其重要性愈发凸显。少数欧美国家和国际组织相继提出了各自的安全删除标准和指导原则，以确保数据被彻底、安全地删除，防止未经授权的访问和使用。

针对删除控制技术的要求不仅反映了当前隐私保护的紧迫需求和技术挑战，也是对过往个人信息删除定义准确性和删除处理措施有效性的一次全面审视。通过明确删除控制的技术要求，可以规范个人信息处理者的行为，确保个人信息的安全删除，保障个人信息主体的删除权和被遗忘权。同时，降低个人信息被泄露、非法使用的风险，确保个人信息在删除过程中的安全性和合规性。

尽管国内外在删除控制技术方面积累了一定的经验，但面临的诸多实践挑战如维度不全、体系化程度不高等问题仍然突出，亟需制定统一的标准来指导技术实施，支撑个人信息主体的删除权和被遗忘权。制定删除控制技术要求的标准将有助于为删除操作提供明确的操作指南和技术规范，促进数据删除处理活动的安全性和透明度；同时，通过提供一套一致可靠的删除控制流程，也有助于确立一个全面的信息保护框架，确保数据删除处理中的合规性，进一步提升隐私保护能力。

1. **编制过程**

1）2023年3月2日，规范研制正式启动会。标准牵头单位对前期的研究工作进行了汇报。确定了标准的研究思路和分工。

2）2023年3月29日，提交项目立项申请书。

3）2023年5月25日，召开立项评审会，邀请专家对草案给出建议。

4）2023年6月11日至2023年8月15日，期间进行了多次标准工作组内部讨论，并根据专家提出的建议进行修改，形成第二版草案。

5）2023年8月20日，邀请专家对第二版草案给出建议。

6）2023年8月25日至2023年9月28日，期间进行了多次标准工作组内部讨论，并根据专家提出的建议针对草案部分内容进行了细节的修改与调整，形成第三版草案。

7）2023年10月14日，邀请专家对第三版草案给出建议。

8）2023年12月5日，根据专家建议，对草案继续完善和修改。

9）2024年6月28日，召开专家评审会，邀请专家对修改后的版本进行评审。

10）2024年8月，形成征求意见稿。

1. **主要内容技术指标确立**

本标准规范了删除控制技术及实施要求。详情如下：

1、删除控制技术要求：是对个人信息主体、个人信息控制者、个人信息处理者在删除触发、删除通知与确认、删除延伸控制、删除方式、删除存证等方面应遵循的技术要求。

2、删除控制技术的实施要求：是在删除控制技术要求的基础之上，进一步对个人信息主体、个人信息控制者、个人信息处理者在实施按需删除、自动删除过程中应遵循的流程要求。其中，按需删除和自动删除的基本过程与传递内容包括：删除意图的设置，删除触发条件的生成，删除通知的生成、发送、转发和确认，删除操作，删除后反馈确认等。

本标准适用于规范个人信息处理者的个人信息删除处理的控制技术要求，也可为监管部门、第三方评估机构对个人信息删除处理进行监督、管理、评估提供参考。在实际应用中，可根据删除等级选择不同的删除方式,以及针对不同的删除需求选择不同的删除触发方式，以符合个人信息主体的删除意图和相关法律法规。

本标准牵头单位为中国科学院信息工程研究所，参加单位包括华中科技大学、西安电子科技大学、中央网信办数据与技术保障中心、中国网络安全审查认证和市场监管大数据中心、四川昊华锐恒科技有限公司、成都西电网络安全研究院、普华永道商务咨询(上海)有限公司、北京市计算中心有限公司等。

1. **与相关法律法规和国家标准的关系**

本标准的总体结构和编写方法按照GB/T 1.1-2020《标准化工作导则 第一部分：标准化文件的结构和起草规则》的规定执行。本标准参考的相关法律、法规和标准文件如下：

GB/T 25069-2022《信息安全技术 术语》

GB/T 35273-2020《信息安全技术 个人信息安全规范》

GB/T 31500-2015《信息安全技术 存储介质数据恢复服务要求》

《中华人民共和国网络安全法》

《中华人民共和国个人信息保护法》

目前尚未有类似的删除控制技术要求的国家标准，本标准术语定义与内容和现有国家标准不存在冲突。